
Scan our QR-code and visit our Cybersecurity page

CYBERSECURITY  
SERVICES IN DENMARK  

INFORMATION 
TECHNOLOGY
Business Support & Test/Inspection

Gap analysis (ISO 27k, 701, 
GDPR/Privacy and Business  
Continuity Plan)
Building management systems (ISO 
27k, 701, GDPR/Privacy and Business 
Continuity Plan)
Vulnerability Assessment and  
Penetration Testing
Design Review/Threat Modeling/ 
Code Teaming
Red Teaming
Cloud Security Assessment for Cloud 
Service Customers (CSCs)
Cybersecurity (R155) and Software 
Updates (R156) Regulations
ISO/SAE 21434
Securea SDLC 
SIEM/SOC Testing
TIBER-EU/TIBER-NL

PEOPLE/TRAINING
BUSINESS ACADEMY
Business Support & Test/Inspection

ISO 27001 Inspiration Seminar
ISO 27001 Intern Auditor
ISO 27001 Board Seminar
New 27002:2022 Guideline

OPERATIONAL TECHNOLOGY
Business Support & Test/Inspection

Gap analysis
OT Risk Assessment/analysis
Treat Modeling
Red Teaming in OT
IEC 62443
NIST SP 800-82
ALARP
NIS Compliance Baseline Review
NIS Compliance Enhanced Assessment
ICS SCADA

Certification

ISO 27001 certification (Information)
ISO 27701 certification (GDPR)
ISO 22301 certification (continuity)
ISO 20000 certification (Service)
ISO 31000 certification (Risk)
ISAE 3000/3402

Certification
ISO 27001:2013 Information 
Security Management System 
Lead Auditor (CQI and IRCA 
certified)

Certification
IEC 62443
ISO 50000 certification (Energy)
ISO 55000 certification (Asset)
EN 50600 (ISO/IEC TS 22237 and 30134)

INTERNET OF THINGS
Business Support & Test/Inspection

IoT Security Foundation
GSMA 
ETSI EN 303 645 Testing
OWASP
IEC 62443
UL 2900
ENISA Security Baseline
NIST SP 800-82
Consultancy and support 
UNECE R155 R156
FDA/EU Security Requirements 
Network Device Assessment

Certification
IEC 62443
ETSI EN 303 645
Common Criteria
UNECE R155 R156
ISO/SAE 21434
UL 2900
BSPA (NL light version of Common 
Criteria) 




